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CPE Credit Hours:

CPE (Continuing Professional Education) is a key
part of maintaining your certification status.

CPE credit hours are optional in Year 1 following
initial certification.

To maintain a certification, Years 2+ require you

to earn and report:

Y A minimum of 20 CPEs each year

Y A minimum of 120 CPEs over a three-year period

Y Compliance with the ISACA Code of
Professional Ethics

Full CPE policies are available at[fsaca.org |
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